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Introduction

Security continues to be the number one concern of computer professionals today, and with good reason. Consider the evidence: as many as 150 million computers worldwide may be remotely controlled by attackers. Over 94 million credit and debit cards were compromised in one data security breach with losses totaling over $140 million. On average, every 39 seconds your computer is probed by attackers looking for vulnerabilities. One out of every 25 e-mails contains a virus. An organization on average receives 13.6 attacks each day. There are almost 8 million computer viruses on the loose. The median dollar loss for victims of ID theft is over $31,000. The number of US federal agencies that recently received a grade “F” on security is now eight. Over 15,000 freshly infected Web pages appear every day, and an unsuspecting user who only views one of these infected sites through their Web browser and does not even click on a link will find their computer infected. And over 1,500 users still respond to the “Nigerian General” spam each week.

As attacks continue to escalate, the need for trained security personnel also increases. Worldwide, the number of information security professionals will grow from 1.6 million in 2007 to 2.7 million in 2012, experiencing a compound annual growth rate of 10 percent. And unlike some information technology computer positions, security is not being offshored and is rarely outsourced.

Yet security personnel cannot be part of an “on-the-job training” program where an individual learns as they go; the risk is simply too great. Instead, many employers are requiring employees and job applicants to demonstrate their security knowledge and skills by possessing a security certification, such as the CompTIA Security+ certification. The Department of Defense Directive 8570 requires 110,000 information assurance professionals in assigned duty positions to have security certification within five years, and it also requires certification of all 400,000 full- and part-time military service members, contractors, and local nationals who are performing information assurance functions to be certified in security. And IT employers are willing to pay a premium for certified security personnel. Security certifications earn employees 10 percent to 14 percent more pay than their uncertified counterparts.

It is critical that computer users of all types understand how to protect themselves and their organizations from attacks. It is also important that individuals who want a job in the ever-growing field of information security be certified. Security+ Guide to Network Security Fundamentals, Third Edition is designed to meet both of these needs. This book takes a comprehensive view of the types of attacks that are launched against networks and computer systems. It examines computer security defense mechanisms, and offers practical tools, tips, and techniques to counter attackers. Security+ Guide to Network Security Fundamentals, Third Edition helps you defend against attackers and protect the most precious resource of all computer users and organizations—information. In addition, this book is a valuable tool for those who want to enter the field of information security. It provides you with the knowledge and skills that will help you prepare for the CompTIA Security+ certification exam.

Intended Audience

This book is intended to meet the needs of students and professionals who want to master practical network and computer security. A basic knowledge of computers and networks is all that is required to use this book. Those seeking to pass the Computing Technology Industry Association (CompTIA) Security+ certification exam will find the text’s approach and content especially helpful, because all Security+ 2008 exam objectives are covered. (For more

The book’s pedagogical features are designed to provide a truly interactive learning experience to help prepare you for the challenges of network and computer security. In addition to the information presented in the text, each chapter includes Hands-On Projects that guide you through implementing practical hardware, software, network, and Internet security configurations step by step. Each chapter also contains a running case study that places you in the role of problem solver, requiring you to apply concepts presented in the chapter to achieve a successful solution.

Chapter Descriptions
Here is a summary of the topics covered in each chapter of this book:

Chapter 1, “Introduction to Security,” begins by explaining the challenge of information security and why it is important. This chapter also introduces information security terminology and defines who are the attackers. In addition, it explains the CompTIA Security+ exam, and explores career options for those interested in mastering security skills.

Chapter 2, “System Threats and Risks,” examines the threats and risks that a computer system faces by looking at both software-based attacks and attacks directed against the computer hardware. It also examines the expanding world of virtualization and how virtualized environments are increasingly becoming the target of attackers.

Chapter 3, “Protecting Systems,” examines the steps for protecting systems by looking at steps that should be taken to harden the operating system, Web browser, Web servers, and how to protect from communications-based attacks. It also explores the additional security software applications that should be applied to systems.

Chapter 4, “Network Vulnerabilities and Attacks,” gives an overview of network security by examining some of the major weaknesses that are found in network systems. It also looks at the different categories of attacks and the methods of attacks that are commonly unleashed against networks today.

Chapter 5, “Network Defenses,” examines how to create a secure network through both network design and technologies and also how to apply network security tools to resist attacker.

Chapters 6, “Wireless Network Security,” explores security in a wireless network environment. It investigates the basic IEEE 802.11 security protections, the vulnerabilities associated with these protections, and examines today’s enhanced WLAN security protections for personal users as well as for enterprises.

Chapter 7, “Access Control Fundamentals,” introduces the principles and practices of access control by examining access control terminology, the three standard control models, and best practices. It also covers logical access control methods and explores physical access control.

Chapter 8, “Authentication,” examines the definition of authentication and reviews how it fits into access control. It explores authentication credentials and models, different types of authentication servers and authentication protocols, and remote authentication and security.
Chapter 9, “Performing Vulnerability Assessments” begins a study of performing vulnerability assessments. It defines risk and risk management and examines the components of risk management, and looks at ways to identify vulnerabilities so that adequate protections can be made to guard assets.

Chapter 10, “Conducting Security Audits,” explores users’ auditing privileges, auditing how subjects use those privileges, and monitoring tools and methods.

Chapter 11, “Basic Cryptography,” explores how encryption can be used to protect data. It covers what cryptography is and how it can be used for protection, how to protect data using three common types of encryption algorithms, and how to use cryptography on file systems and disks to keep data secure.

Chapter 12, “Applying Cryptography,” looks at practical methods for applying cryptography to protect data. The chapter explores digital certificates and how they can be used, public key infrastructure and key management, and how to use cryptography on data that is being transported.

Chapter 13, “Business Continuity,” covers the critical importance of keeping business processes and communications operating normally in the face of threats and disruptions. It explores how to prevent disruptions through protecting resources with environmental controls, and then looks at redundancy planning and disaster recovery procedures. Finally, the chapter studies how incident response procedures are used when an unauthorized event such as a security breach occurs.

Chapter 14, “Security Policies and Training,” looks at how organizations can establish and maintain security. It begins with a study of security policies and the different types of policies that are used, and then explores how education and training can help provide the tools to users to maintain a secure environment within the organization.

Appendix A, “CompTIA Security+ Examination Objectives,” provides a complete listing of the CompTIA Security+ 2008 certification exam objectives and shows the chapters in the book that cover material associated with each objective.

Appendix B, “Security Web Sites,” offers a listing of several important Web sites that contain security-related information.


Appendix D, “Sample Acceptable Use Policy,” gives a comprehensive example of two acceptable use policies.

Features
To aid you in fully understanding computer and network security, this book includes many features designed to enhance your learning experience.

• Maps to CompTIA Objectives. The material in this text covers all of the CompTIA Security+ 2008 exam objectives. In addition, the sequence of material follows closely the six Security+ domains.

• Chapter Objectives. Each chapter begins with a detailed list of the concepts to be mastered within that chapter. This list provides you with both a quick reference to the chapter’s contents and a useful study aid.
Today’s Attacks and Defenses. Each chapter opens with a vignette of an actual security attack or defense mechanism that helps to introduce the material covered in that chapter.

Illustrations and Tables. Numerous illustrations of security vulnerabilities, attacks, and defenses help you visualize security elements, theories, and concepts. In addition, the many tables provide details and comparisons of practical and theoretical information.

Chapter Summaries. Each chapter’s text is followed by a summary of the concepts introduced in that chapter. These summaries provide a helpful way to review the ideas covered in each chapter.

Key Terms. All of the terms in each chapter that were introduced with bold text are gathered in a Key Terms list with definitions at the end of the chapter, providing additional review and highlighting key concepts.

Review Questions. The end-of-chapter assessment begins with a set of review questions that reinforce the ideas introduced in each chapter. These questions help you evaluate and apply the material you have learned. Answering these questions will ensure that you have mastered the important concepts and provide valuable practice for taking CompTIA’s Security+ exam.

Hands-On Projects. Although it is important to understand the theory behind network security, nothing can improve upon real-world experience. To this end, each chapter provides several Hands-On Projects aimed at providing you with practical security software and hardware implementation experience. These projects cover Windows Vista and Windows Server 2008 operating systems, as well as software downloaded from the Internet.

Case Projects. Located at the end of each chapter are several Case Projects. In these extensive exercises, you implement the skills and knowledge gained in the chapter through real design and implementation scenarios.

Text and Graphic Conventions
Wherever appropriate, additional information and exercises have been added to this book to help you better understand the topic at hand. Icons throughout the text alert you to additional materials. The icons used in this textbook are described below:

The Note icon draws your attention to additional helpful material related to the subject being described.

Tips based on the authors’ experience provide extra information about how to attack a problem or what to do in real-world situations.

The Caution icons warn you about potential mistakes or problems, and explain how to avoid them.
Each Hands-on activity in this book is preceded by the Hands-on icon and a description of the exercise that follows.

Case Project icons mark Case Projects, which are scenario-based assignments. In these extensive case examples, you are asked to implement independently what you have learned.

Test Preparation Software CD-ROM


Information Security Community Site

New to this edition is the Information Security Community Site. This site was created for students and instructors to find out about the latest in information security news and technology. Visit www.community.cengage.com/infosec to:

- Learn what’s new in information security through live news feeds, videos and podcasts.
- Connect with your peers and security experts through blogs and Ask the Author forums.
- Download student and instructor resources, such as additional labs, instructional videos, and instructor materials.
- Browse our online catalog.

Instructor’s Materials

The following additional materials are available when this book is used in a classroom setting. All of the supplements available with this book are provided to the instructor on a single CD-ROM (ISBN: 1428340718). You can also retrieve these supplemental materials from the Course Technology Web site, www.course.com, by going to the page for this book, under “Download Instructor Files & Teaching Tools”.

Electronic Instructor’s Manual. The Instructor’s Manual that accompanies this textbook includes the following items: additional instructional material to assist in class preparation, including suggestions for lecture topics, tips on setting up a lab for the Hands-On Projects, and solutions to all end-of-chapter materials.

ExamView Test Bank. This Windows-based testing software helps instructors design and administer tests and pre-tests. In addition to generating tests that can be printed and administered, this full-featured program has an online testing component that allows students to take tests at the computer and have their exams automatically graded.

PowerPoint Presentations. This book comes with a set of Microsoft PowerPoint slides for each chapter. These slides are meant to be used as a teaching aid for classroom
presentations, to be made available to students on the network for chapter review, or to be printed for classroom distribution. Instructors are also at liberty to add their own slides for other topics introduced.

**Figure Files.** All of the figures and tables in the book are reproduced on the Instructor Resources CD. Similar to PowerPoint presentations, these are included as a teaching aid for classroom presentation, to make available to students for review, or to be printed for classroom distribution.

**Total Solutions for Security**


- This Lab Manual uses virtualized operating systems to teach students in a secure environment about attack and defense tools, different aspects of security applications, and how operating systems become vulnerable to attackers.

**LabSim for Security+** (ISBN: 1428340688)

- Lab simulations, demonstrations, video presentations and test preparation reinforce hands-on security skills. LabSim allows you to simulate hardware and operating systems on your computer without the need of additional hardware or software.

**Security+ Web-Based Labs** (ISBN: 142837695X)

- Using a real lab environment over the Internet, students can log on anywhere, anytime via a Web browser to gain essential hands-on experience in security using labs from *Security+ Guide to Network Security Fundamentals, 3e.*

**Security+ CourseNotes** (ISBN: 1435401255)

- Laminated quick reference card with vital information for CompTIA's Security+ exam, useful as a study aid, supplement to the textbook, or as a quick reference.

**WebCT/BB**

- Web CT and Blackboard are the leading distance learning solutions available today. Course Technology provides online content that fits into both platforms and includes the following components:
  - Topic reviews
  - Lecture notes
  - Case projects
  - Test banks
  - Practice exams
  - Custom syllabus, and more
What’s New with CompTIA Security+ Certification

The CompTIA Security+ exam was updated in October 2008 and is based on new Security+ exam objectives. There are several significant changes to the exam objectives. The number of exam objectives has been increased from five to six domains: Systems Security, Network Infrastructure, Access Control, Assessments and Audits, Cryptography, and Organizational Security. The new domain, Assessments and Audits, was added to address the importance of risk assessment and mitigation, as well as to cover the tools and techniques in addressing risk. In addition, each of the other domains has been reorganized and expanded to more accurately reflect current security issues and knowledge requirements. Finally, the exam objectives now place more importance on knowing “how to” rather than just knowing or recognizing security concepts. Here are the domains covered on the new Security+ exam:

<table>
<thead>
<tr>
<th>Domain</th>
<th>CompTIA Security+</th>
<th>Chapters in This Book</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.0 Systems Security</td>
<td>21%</td>
<td>2, 3</td>
</tr>
<tr>
<td>2.0 Network Infrastructure</td>
<td>20%</td>
<td>4, 5, 6</td>
</tr>
<tr>
<td>3.0 Access Control</td>
<td>17%</td>
<td>7, 8</td>
</tr>
<tr>
<td>4.0 Assessments &amp; Audits</td>
<td>15%</td>
<td>9, 10</td>
</tr>
<tr>
<td>5.0 Cryptography</td>
<td>15%</td>
<td>11, 12</td>
</tr>
<tr>
<td>6.0 Organizational Security</td>
<td>12%</td>
<td>13, 14</td>
</tr>
</tbody>
</table>

How to Become CompTIA Certified

In order to become CompTIA certified, you must:

1. Select a testing center and a certification exam provider. For more information, visit the following Web site: http://certification.comptia.org/resources/registration.aspx

2. Register for and schedule a time to take the CompTIA certification exam at a convenient location.

3. Take and pass the CompTIA certification exam.

For more information about CompTIA’s certifications, please visit http://certification.comptia.org. CompTIA is a non-profit information technology (IT) trade association.

To contact CompTIA with any questions or comments, call (630) 678-8300 or send an e-mail to http://certification.comptia.org/customer_service/contact.aspx. The Computing Technology Industry Association (CompTIA) is the voice of the world’s information technology (IT) industry. Its members are the companies at the forefront of innovation; and the professionals responsible for maximizing the benefits organizations receive from their investments in technology.

CompTIA is dedicated to advancing industry growth through its educational programs, market research, networking events, professional certifications, and public policy advocacy. CompTIA is a not-for-profit trade information technology (IT) trade association. CompTIA’s certifications are designed by subject matter experts from across the IT industry. Each CompTIA certification is vendor-neutral, covers multiple technologies and requires demonstration of skills and knowledge widely sought after by the IT industry.
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Lab Requirements

To the User
This book should be read in sequence, from beginning to end. Each chapter builds upon those that precede it to provide a solid understanding of networking security fundamentals. The book may also be used to prepare for CompTIA’s Security+ certification exam. Appendix A pinpoints the exact chapter in which a specific Security+ exam objective is located.

Hardware and Software Requirements
Following are the hardware and software requirements needed to perform the end-of-chapter Hands-on Projects.

- Microsoft Windows Vista
- Windows 2008 Server
- An Internet connection and Web browser
- Microsoft Office 2007 or Office 2003
- Microsoft Office Outlook

Specialized Requirements
Whenever possible, the needs for specialized requirements were kept to a minimum. The following chapter features specialized hardware:


Free Downloadable Software Is Required in the Following Chapters:

Chapter 1:
- Secunia Software Inspector
- Microsoft Windows Malicious Software Removal Tool

Chapter 2:
- Microsoft RootkitRevealer
- SoftDD Keyboard Collector
- Irongeek Thumbscrew
- Microsoft Virtual PC 2007
- VMware Workstation

Chapter 3:
- GRC Securable
- EICAR AntiVirus Test File
- Microsoft Windows Vista Security Templates
- Microsoft Baseline Security Analyzer
Introduction

Chapter 4:
• Wireshark
• NetStumbler

Chapter 6:
• KLC Consulting SMAC

Chapter 7:
• Ophcrack
• KeePass

Chapter 9:
• Nessus
• GFI LANguard

Chapter 10:
• ThreatFire

Chapter 11:
• MD5DEEP
• TrueCrypt

Chapter 12:
• Comodo E-mail Certificate

Chapter 13:
• Briggs Software Directory Snoop

Chapter 14:
• Heidi Eraser
Security Certification: Market Drivers in Today’s Information Security Landscape

Contributed by Carol Balkcom, CompTIA Security+ Product Manager

We are seeing a rise in security training and certification today like never before. With companies incurring millions of dollars of potential liability in well-publicized security breaches, organizations—especially in the financial and healthcare industries, and government—have realized that they can no longer afford to have IT staff who are not proven and tested in the latest information security technologies and practices.

Today we also see the impact of U.S. military requirements on certification: Both military information assurance personnel and IT employees of government contractor companies who have contracts with the military are required to be certified, under the terms of their contracts. Included are many types of companies, from software, to systems integrators, to manufacture and service companies. This has implications for those who work for these companies, as well as those who would like to seek employment with them. There are government agencies such as the U.S. State Department that have special programs in place for their IT departments that require certification for new hires, as well as continuing education requirements for existing employees who want to be eligible for regular pay raises.

Evidence of the Need

Surveys show that criminal theft of information (with potentially disastrous consequences) can be traced in many cases to human error, failure to have adequate security policies, or failure to enforce existing policies. CompTIA security research published in 2008 showed that 30% of the most severe security breaches were caused by human error. Almost 60% of companies now require security training for IT staff, and roughly one-third of them now require certification. Eighty-nine percent of CompTIA survey respondents said that security certification had improved IT security. Without regular training and validation of knowledge, it is much more likely that employees in IT departments will lack the awareness or the motivation to use the rigorous methods required to secure their networks and mobile devices against intrusion.

“Vendor-Neutral” vs. “Vendor-Specific” Certification

When an IT professional decides to complement his or her experience with certification, a vendor-neutral certification is often the first type of exam taken. A vendor-neutral exam is one that tests for knowledge of a subject across platforms and products—without being tied to any specific product—while validating baseline skills and knowledge in that subject area. CompTIA exams are vendor-neutral exams and serve that portion of the IT population who have a good foundation in their chosen field and want to become certified. Individuals who take CompTIA Security+ are serious about their role in information security. They typically have at least two years of hands-on technical security experience. They may have also taken an exam like CompTIA Network+ as a first entry into certification.
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Who Is Becoming Certified

There is a very long list of employers where significant numbers of staff in IT roles are becoming CompTIA Security+ certified. Here are some of the significant ones:


While the majority of CompTIA Security+ certified professionals are in North America, there are growing numbers in over 100 countries, with a solid and growing base especially in Japan, the UK, Germany, South Africa and South Korea. The need for information security training and certification has never been greater, and has become a worldwide issue.